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Is it possible?
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Motivation n°1: Huge skills potential
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Motivation n°2
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Motivation n°3
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Inflection point?
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The Public Sector as:

1. an Early Adopter of Local 

Solutions

2. a trust backbone for 

building regional cooperation



Towards an Arab Cybersecurity Strategy

www.aicto.org

Motivation
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The Challenges
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The Vision
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“Towards a secure, safe, inclusive Arab society integrated into 
the global digital economy empowering self-sufficient solutions 
and expertise supporting digital confidence and trust within the 
Arab cyberspace.”
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The Programmes
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The Actions
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WP 5: Enhancing the Maturity if 

Institutional and Administrative 

Structures

Define cybersecurity assessment policies for 

institutions and administrations

Compile assessment results and identify gaps

Elaborate a strategy to improve the 

cybersecurity maturity of institutions and 

administrations

Conduct continuous cybersecurity assessment 

to implement a sustainable vision 

Define cybersecurity assessment policies for 

institutions and administrations

Compile assessment results and identify gaps
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The Actions
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WP 6: Supporting Research and 

Development in Cybersecurity

Develop a regional cybersecurity early 

warning system

Promote the development of zero-trust 

solutions to address regional problems

Facilitate research initiatives addressing the 

protection of data management and data 

mouvement

Organize regional cybersecurity conferences 

Analyse the impact of the advent of quantum 

computing on the secrecy of sensitive data in 

the Arab Cyberspace
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Ongoing pilot actions
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Ongoing pilot actions
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Technology & Innovation for Arab Public 

Institutions
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Cybersecurity as a Backbone
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